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Executive summary

This document provides a concise guide on free and open source software procurement for European Public Administrations to be used by elected representatives and decision makers, procurement and IT managers and staff in addition to any existing national or EU guidelines and regulations.  It comes as a foreseen output of the OSEPA (Open Source Usage by Public Administrations) project aiming to assess and promote the uptake of Free and Open Source Software (FOSS) in territorial public administrations. Document sections provide definitions of basic terms (e.g. open source software, open standards, public procurement), outline the legal context and the main principles of software procurement and highlight good practices and recommended actions for public administrations. Although adopting an approach of FOSS as a strategic choice with certain advantages for public organisations, guidelines and resources provided also apply to various both open source and proprietary software procurement procedures and scenarios (e.g. downloading and purchasing, in-house development and outsourcing). The main aspects addressed and guidelines provided include: planning and defining a procurement method, estimating costs and benefits, setting interoperability and the use of open standards as a priority, avoiding discriminating practices such as naming trademarks, understanding and assessing licensing schemes, software provision models and suppliers, and establishing fair tendering processes.
1. Introduction
1.1. Scope and use of this document

This document provides a basic guide on acquiring open source software systems, applications and related services for public administrations. Although highlighting open source as a strategic choice in the public sector, guidelines also broadly refer to good practices in the public procurement of software. Defining and highlighting priorities and good practices in obtaining open source software has been identified as a need among public administrations through experience exchange in the context of the OSEPA (Open Source Usage by European Public Administrations) project. These guidelines do not intend to replace any existing regulations, legal documents or previous guidelines on software acquisition or public procurement in general. They are rather intended to be used as a reference guide, or a starting point in planning software procurement by:

1. public administration senior managers and decision makers

2. procurement officers in public administrations

3. IT managers in the public sector

4. procurement and IT staff in public administrations

5. anyone having an interest in public procurement or / and open source software

1.2. Public procurement and open source software: terms and definitions

Defining public procurement
Public procurement refers to the process used by governmental bodies, national agencies, regional and local authorities and public administrations to buy products and supplies, services and public works.
Procurement procedures take up a great part of a public organisation’s budget, operational activities and administrative processes. Having to do with spending of taxpayers’ money they also have to be conducted under certain rules and specifications.

As defined in several policy documents (e.g. the i2010 eGovernment action plan)
, carrying out procurement procedures electronically is set as a priority and strategic objective for government and public agencies across Europe.
E-procurement refers to the electronic handling of procurement processes through the internet and e-mail instead of conventional, paper-based methods. E-procurement is promoted as a priority in the EU as a way of speeding up and simplifying public purchasing also fostering transparency and fair competition through the online availability or all related information (e.g. calls for tender, selection criteria). 

Defining open source software

Although there are different definitions of free and open source software, there are some basic principles
 on which FOSS relies on. These refer to:
· the freedom to run a software program for any purpose
· the freedom to study and modify a software program by accessing its source code

· the freedom to distribute copies of a software program, whether modified or not 
Additional prerequisites for open source software programs include: no discrimination against persons, groups or fields of endeavour and distributable, technology-neutral licences that are not specific to a product or restrict other software.
Defining open standards

The adoption of open standards, closely linked to interoperability, is  set either as a requirement or as a priority for public agencies when obtaining or using software systems and applications. According to the Open Source Initiative
 the open standard requirements (OSR) are: 

1. No Intentional secrecy: the standard must not withhold any detail that is necessary for interoperable implementation. 

2. Availability: the standard must be freely and publicly available under royalty-free terms at reasonable and non-discriminatory cost.

3. Patents: all patents essential to implementation of the standard must:

· be licenced under royalty-free terms for unrestricted use, or

· be covered by a promise of non-assertion when practiced by open source software

4. No agreements: there must be any requirements for execution of a licence agreement.
5. No other OSR-incompatible dependencies.
The minimal requirements that a specification should meet in order to be considered an open standard as set be the European Interoperability Framework
 are:
1. The standard is adopted and maintained by a non-for-profit organisation on the basis of an open decision-making procedure.
2. The standard and the related specification documents are publically available freely or at a nominal charge.

3. The intellectual property of the standard (i.e. patent) is available on a royalty-free basis.

4. The re-use of the standard has no constraints.

1.3. Context and background 
This document is a foreseen output of the task 3.2. (“Requirements Analysis & Guidelines on software procurement policies by European Public Administrations) of the OSEPA project and it reflects the needs and problems identified, the priorities and future directions highlighted by the OSEPA partners through meetings, conferences and networking events. Most of the OSEPA partners either represent public administrations (cities, regions, associations of municipalities) or are directly involved in public procurement processes (e.g. as national agencies, academic institutions) and therefore have both first-hand experience and a strong interest in the best possible ways of obtaining software products and services. Moreover, acknowledging that although FOSS provides certain advantages (e.g. flexibility and vendor independence) it still has not achieved a fair share in public procurement, public administrations are looking for transparent, reliable and effective ways of integrating FOSS in their procurement policies as a strategic choice.

It should be noted that at the time in which the OSEPA project was initiated, there was only a limited number of national (e.g. Netherlands government action plan, 2007)
 or EU-wide policy documents or guidelines on open source software procurement. During the project’s progress however, and up to the production of this guide, there have been certain EU or national documents and guidelines that have provided directions and indicated good practices on how public organisations should purchase software and services. 

Some of these include:

1. OSOR Guidelines: public procurement and Open Source Software. Public draft version 1.0: 10 October 2008.
 
2. IDABC “Guideline on public procurement of Open Source Software (published in March 2010 and revised in June 2010).
 
3. “The acquisition of (open-source) software: A guide for ICT buyers in the public and semi-public sectors”. Dutch Government's Programme Office NoiV, 2008. 

There are also broader EU frameworks defining prerequisites on the use of open standards, or the interoperability of systems, applications and processes such as the European Interoperability Framework. 
In this context, the present guidelines were based on:

1. Issues raised, needs and problems identified through the experience exchange in the context of the OSEPA project.

2. National and EU legislative acts and public procurement regulations.
3. Previous guidelines and recommendation documents on software procurement.
4. Studies and reports on software procurement practices, software licensing and service provisioning models.

This document comes to complement previous guidelines and to provide a concise, additional resource on acquiring open source software that is particularly relevant to public administration staff and representatives.
2. Software procurement in public administrations: needs and priorities
 Public procurement in EU member states is underpinned by certain principles and is conducted under specific rules and procedures that ensure that purchases made by public organisations reflect the best value for taxpayers’ money in a transparent way that promotes fair competition.
This section outlines the main needs, requirements and priorities to be considered and some basic principles to be respected by public organisations in acquiring software systems and applications through fair competition. Although the section refers to both proprietary and open source software the ways in which FOSS meets these proprieties and criteria are described where applicable. 
2.1. Four priorities in acquiring software
In most discussions on software procurement four underpinning principles are included: interoperability, flexibility, transparency and supplier-independence. These principles refer not only to software features and functionalities but also to basic rules and regulations of public procurement. Software systems and applications should be tailored to the changing needs of organisations and fully functional with each other. They should also be acquired, developed, maintained and supported following open, transparent procedures that promote fair competition and independence of public agencies from single suppliers. Under this premise, acquired software and related services can prove to be viable and reliable solutions for public organisations.
2.1.1. Interoperability 

The interoperability of software systems and applications through the use of open standards is a prerequisite for any IT strategy in EU and has been defined as such in the European Interoperability Framework
 providing guidelines on the implementation of open standards among public agencies and organisations. 
Interoperability, in all its technical, semantic and organisational aspects, is a decisive factor, particularly for public administrations that due to their role are expected to collaborate and exchange information despite working under different internal structures, IT architectures and procedures. Moreover, public administrations should keep public information accessible to citizens at all times in open file formats that do not require specific or additional software applications.  
Ensuring that software systems and applications, whatever they source and origin (e.g. free, downloaded software, vendor supplied proprietary software) are able to fully function and communicate with each other without technical conflicts or semantic inconsistencies, is critical when planning to purchase or download software.
Open standards can and should be applied in both open source and proprietary systems. Open source systems and applications bring the advantage of fully and natively supporting open standards also allowing a maximum level of customization for best functionality with other systems.
2.1.2. Flexibility
Organisational and operational needs in the public sector change over time often requiring large-scale adaptation, fine-tuning or re-structuring of entire IT architectures. If systems and applications are not developed and supported in-house, this means that the organisation depends on its original supplier for implementing the required changes. Proprietary suppliers provide different options for supporting and upgrading applications on a conditional basis, probably based on extending contract agreements and licence purchasing. Open source systems and applications however, being, from the moment installed, highly scalable and customisable, can be directly adjusted according to organisational needs either by in-house staff or by seeking external service suppliers through a tendering process.
2.1.3. Transparency

Software procurement, selection and integration procedures should be documented and kept open and transparent at all stages in order to promote competition fairness, public information accessibility and accountability. Software system architectures, features and functionalities should be also as visible as possible so they can be benchmarked, evaluated and modified if needed to meet the particular needs of public organisations. FOSS, providing, by definition, access to its source code and allowing public stakeholders to assess specific software modules and features fits well within this requirement.
2.1.4. Independence 

Avoiding vendor lock-in should be a top priority for any public organisation planning to acquire IT systems and applications. Not being tied up to proprietary trademarks and single vendors for support and maintenance is critical if supplier independence is to be achieved. Independence can be achieved in more than one ways and procurement schemes (e.g. mixed FOSS / proprietary models). Open source can greatly contribute in fulfilling this requirement by providing various alternatives against a single supplier scenario. If opted for FOSS, public stakeholders could either rely on in-house resources or use the competition of multiple external suppliers to choose from a range of provided services.
2.2. Needs and requirements

2.2.1. Organisational profile
Public sector bodies and organisations significantly vary in terms of organisational structures, institutional obligations, budget constraints and IT architectures. Public agencies and administrations have to follow specific procurement channels and procedures and comply with certain standards and regulations in order to meet the needs of their organisational profiles. It is therefore important to plan software procurement keeping in mind that specific solutions that fit the organisation’s IT architecture and reflect its operational requirements should be specified and selected. Although public IT architectures differ among member states, most public organisational profiles are oriented towards transparency in public spending and interoperability in information exchange between different departments, agencies and organisations. The European Interoperability Framework provide an outline of the minimum requirements in IT architecture that set an interoperability basis between European public agencies and administrations. 
2.2.2. Operational requirements
Public administrations have to implement a wide and complex range of administrative tasks and to deliver a series of various services to citizens. Therefore they have to constantly fine-tune their IT infrastructures to the operational requirements rising from their mission and obligations. In order to effectively integrate any desired software solution into the existing infrastructure, specific operational requirements or associated tasks (e.g. tax record administration, spatial planning, housing information management, demographics, health services) need to be defined. This is particularly important considering that operational requirements could be revised over time due to structural and organisational changes.
2.2.3. Technical requirements and specifications
When procuring software, public organisations can set a series of technical requirements and specifications in order to meet their operational needs, IT architectures and organisational profiles. Compatibility with existing IT infrastructures however, should be carefully examined since it can lead to biased procurement processes and vendor lock-in if specifying brands and trademarks or simply repeating previous purchases without justification based on real organisational needs and operational tasks. Setting, instead, compatibility with open, no-proprietary standards as a technical requirement can increase available options and facilitate independence from vendors and suppliers.
In any case, technical requirements and specifications should not be single-vendor dependent in order to ensure maximum flexibility for adapting to the changing needs of an organisation.  

2.3. Cost effectiveness.
FOSS is often wrongly perceived as being generally cost-free and therefore not associated with any procurement and tendering processes. Partly based on this misconception, public institutions often fail to include open source software as a “legitimate” option in procurement planning. Although FOSS is based on a free-of-charge licensing model, acquiring the software itself or the services attached to it can have considerable cost and it is in this context that it should be assessed as a viable option compared to proprietary software. 
All direct, indirect or hidden costs associated with acquiring open source software should be made visible and analysed in order to reach an informed decision on how to spend available resources. The Total Cost of Ownership (TCO) if often mentioned in discussions of software purchasing. There are, however, multiple approaches and complex methodologies in estimating TCO for software systems and applications. Some of the cost categories to be included when trying to estimate TCO are: licence purchases, required hardware, required upgrades and extensions, technical support, training and maintenance fees, exit cost.
Exit cost is an important aspect associated with the transition from an old, existing IT infrastructure to a new one. The exit cost should be calculated in the overall operating cost of an existing, “migrating-from” system and it should be also taken into account as a forecast when purchasing a new software system. It should be noted that a full integration of open standards, whether in proprietary or open source systems, can largely reduce the exit cost.
TCO analysis restricts, however, to measurable costs excluding long-term benefits that are hard to quantify. Therefore a full assessment should include both quantified costs and expected benefits in the long-term. This is particularly true in the case of open source software that can provide higher flexibility and supplier independence in the long-term compared to third-party dependent proprietary systems. Proprietary software requires that organisations outsource all or most of software product developing, customisation and support services. Open source software, on the other hand, provides more options for stakeholders in defining the level and extent of in-house support versus outsourcing.  
Projecting not just the costs but also the expected benefits for the full life-cycle of systems and applications both on a mid-term and long-term horizon in relation to an organisation’s strategic planning, is essential for any software procurement process.
3. Legal framework
3.1. Understanding software licences

Software licences regulate software use and distribution and therefore understanding both open source and “closed source” / proprietary software licensing types is critical in planning the acquisition of IT systems and applications. Despite the great variety of licence types and versions proprietary and open source licensing types are differentiated on a restricting / granting permissions basis.
In proprietary licences, the type, scale and extent of software use is restricted by the proprietor. Each off-the shelf commercial software package (e.g. Microsoft Windows, Adobe Flash, iTunes, Google Earth) usually comes with a proprietary licensing agreement (mostly referred as an end-user licensing agreement / EULA) defining the ways and extend in which software applications should be used. Proprietary licences define maximum numbers of software installations or users, restrict copying (e.g. only for back-up purposes) and distributing and prohibit decompiling or reverse engineering of software applications. In some cases they also define any other additional requirements or specifications on part of the licenser.
Open source software licensing schemes are different than traditional licensing regimes in the sense that they do not pose restrictions on the scale and extent of software usage. Instead, they promote and encourage software distribution, copying and modification under certain conditions, the most common of which it to release any modified software under a same licence type in order to maintain free code availability.
Open source licences should not be associated however, with the public domain as they retain intellectual property rights for software and define certain obligations for the licensee rising from the licence agreement. The legal implications of any open source licence should be carefully examined and not dismissed by public organisations.
Open source software licence types also vary in terms of provisions defined and permissions granted regarding the freedom to reuse, distribute and integrate code in new software products. OSS licences could be divided into:

· “permissive’, or attribution-style licences (e.g. Berkeley Software Distribution / BSD, MIT licences) allowing developers to reuse software and re-release derivatives under any other licence type whether open-source or closed-source (proprietary).

· “copyleft”, share / share-alike licences (e.g. GNU General Public Licence / GPL) requiring that any software modifications or redistributions are released under a same licence type and are freely and openly available.

Taking a closer look at software licence families, three licence groups are presented here: the Berkeley Software Distribution (BSD) licences, GNU General Public Licence (GPL) and the European Union Public Licence (EUPL). Although EUPL is considered a “copyleft”, licence type, it is presented separately due to its specific relevance for public administrations in the EU context. 
The BSD licences
The BSD licence family
 also includes the MIT X licences and therefore is also referred to as BSD/MIT, MIT X, X or MIT licences. Under the BSD licensing regime, source code distribution is allowed but not required for derivatives. Therefore any software released under a BSD licence can be combined with or integrated in proprietary software systems and components. BSD licensed software has been integrated in major proprietary software systems such the MacOSX operating system. 
The GNU General Public Licence
Unlike BSD licences, GNU General Public Licence
 explicitly prohibits software redistribution or modification without including the source code. GPL requires that all source code modifications are released under GPL as well (“viral licence” model). Public stakeholders simply wishing to use a GPL licensed software application without modifying the source code have no further obligations. In case, however, of a task or project involving source code modification and redistribution, the obligation of releasing under GPL should be taken into account.  It should be noted, that GPL does not oblige an end-user or an organisation to release any source-code modifications but requires, instead, that in case a decision is made to release any modifications or redistributions, GPL will be used. A variation of GPL is the GNU Lesser General Public Licence (LGPL).

The European Union Public Licence
The European Union Public Licence (EUPL)
 is a licence issued by the European Commission that aims to promote the use and distribution of software by European institutions under a Free/Open Source Licence in compliance with the European law requirements. This licence, specifically developed by and for the European Commission should be considered a standard in case of FOSS redistribution releases by European public agencies and organisations.

3.2. Procurement legislation and regulations

The legal framework for public procurement in EU has been set on the basis of transparency, non-discrimination and fair competition. The main legal documents that reflect these principles regarding public procurement are:

1. Directive 2004/17/EC

2. Directive 2004/18/EC

While there are no EU-wide policy documents specifically referring to software procurement, these directives cover various procurement issues, some of which refer to IT. Directive 2004/18/EC in particular, addresses software procurement issues in the public sector (e.g. technical specifications, trademarks and patents). In article 2(a) it defines “public contracts” as: “contracts for pecuniary interest concluded in writing between one or more economic operators and one or more contracting authorities and having as their object the execution of works, the supply of products or the provision of services within the meaning of this Directive”. Article 23 (8) of the Directive states that technical specifications that refer to goods of specific source and origin or trademarks and patents that tend to favour or exclude certain products are prohibited. According to the Directive any reference to trademarks is only permitted in exceptional cases where a full and precise description of standards or functional requirements for the desired products is not possible. Even in these cases, however, reference should be accompanied by the words "or equivalent".
In addition, certain directives on remedies (e.g. Directive 2007/66/EC of the European Parliament and of the Council of 11 December 2007)
 have been issued in order to improve and facilitate national reviewing procedures regarding contract awarding.
All public administrations in the EU Member States are expected to comply with the rules of the Directive in ensuring open and transparent procurement procedures and fair competition between product suppliers.
 As shown in the “Comparative survey on the national public procurement systems” conducted by the European Public Procurement Network (PPN)
 most of the countries surveyed have transposed EU Directives 2004/18/EC and 2004/17/EC into national law by means of a unique legislative act and in most cases, together with the Remedies Directive 2007/66/EC. Netherlands will include all Directives in a new Public Procurement Law, currently under formation. New accession countries (e.g. Estonia, Poland, Hungary, Bulgaria, Latvia, Lithuania, Czech Republic, Romania) have transposed the Directives by adopting a “Public Procurement Law”.
In most countries the same rules apply for procurements both above and below the threshold. In some cases (e.g. UK) general principles apply on a transparency, non-discrimination basis.
In most cases, contracting authorities are in charge of procurement procedures both at a central (or federal) and local / regional level. Public procurement policies are usually co-ordinated by government bodies that have been specifically assigned with this task (e.g. Public Procurement office in Poland). Both internal and external audit offices are responsible for supervising procurement procedures in terms of legality, accounting regulations and economic efficiency.

4. Practices and scenarios
This section examines the main software procurement practices and scenarios in order to set a basis for decision making in software acquisition by public administrations. It also outlines the most common product exclusion or software discriminating practices that affect competition fairness and hinder the process of selecting the best possible options.
4.1. Acquiring software: downloading and purchasing

There are two basic methods in which public organisations can acquire software: downloading and purchasing. In the first option the software is downloaded free of charge from a certain website or online repository. In the second option a tendering procedure is required in order to obtain the software. Downloading software for free may seem as an obvious or easier solution but excluding a priori a software acquisition method should not be considered a good practice. Each of these two scenarios has its own advantages and disadvantages and should be thoroughly considered on its own merit. Setting a tendering procedure certainly has certain rules and requirements that should be met by a public organisation and it also can prove to be a long lasting or burdensome administrative process. Downloading free software, on the other hand, although being a simpler or more direct way to obtain software, requires a different set of planning and preparation activities that could be more demanding in terms of available in-house resources. While in Calls for tender emphasis is given on specifications to be met by suppliers, downloading software should be based on thorough market research and a strong knowledge background. Specifications and selection criteria should also be set for free software. Moreover, while the software itself may be downloaded for free, additional IT services that are linked to that software (e.g. technical support, troubleshooting, updating and maintenance) are often provided by vendors and therefore they should be tendered separately.
4.2. In-house / external development and support for FOSS solutions
Open source software systems and applications largely rely on communities of developers, volunteers and end-users that provide support and feedback, updates and fixes. There are also several vendors that provide full technical support for the most widely-used or enterprise-oriented open source systems and applications. Relying on in-house support for obtained free software or tendering technical support services is an important decision to be made by a public organisation that should be based on a clear assessment of the available in-house resources and capacities against the offerings of vendors. Using internal resources to maintain FOSS solutions offers both flexibility and availability but may be limited on a first-level support depending on the skills and capacities of the organisation’s staff. Getting support from an external provider (whether single sourcing or multi-sourcing) could provide more support level options and simplify the issue of accountability.
Public organisations often develop custom-built in-house software systems and applications to meet their advanced needs in specialised implementation areas. As shown in the EC Study on the Economic impact of open source software on innovation and the competitiveness of the Information and Communication Technologies (ICT) sector in the EU,
 internal software development in the public sector covers a significant percentage (almost 30%). Several public agencies have also moved one step further in releasing their own, internally developed applications as free / open source software. With pre-packaged, “off-the-shelf” software, representing no more than 20%, it is obvious that software service provision and customisation is a priority for public organisations and therefore it should be carefully considered and integrated in any software procurement plan. 
4.3. Software discrimination practices

Although EU directives and national policies advise otherwise, cases of software discrimination in tenders are not unusual among public stakeholders. Although claiming to maintain open procurement procedures, it seems that public agencies still tend to favour, to a large extent, proprietary software products and big suppliers over open source software and small to medium suppliers. OFE's
 2008 public procurement monitoring report showed that there has not been significant progress on non-discrimination in public procurement processes in the last few years.
 Product exclusion and software discrimination practices are not simply non-compliant with national and EU legislation but also constitute bad policy decisions in terms of competition fairness, software sustainability and the value-for-money factor.  The most common excluding or discriminating factors that should be avoided are:
1. Naming of specific software trademarks, product suites and families, or companies in calls for tender without providing a strong justification or equivalent options.
2. Requiring compatibility with currently in-use proprietary software systems and applications or closed, proprietary standards.

3. Requiring specific software application functionalities that are met exclusively by proprietary suites and systems without strong justification.

4. Describing certain supplier profiles typically in favour of large-scale proprietary software companies thus excluding, with no sound justification, small and medium enterprises.
It seems that naming proprietary trademarks is still largely a common practice in Calls for tender among EU member states while there is also a broader tendency to favour “big players” and mainstream, proprietary software product families. This is partly due to the fact that open source is often wrongly perceived as not as “enterprise-ready” as proprietary, “paid-for” software. Large enterprises, however, integrate advanced and reliable FOSS solutions in their IT architectures for many years now and enterprise oriented FOSS systems and services are provided by several vendors in the software market. In that sense, FOSS should be treated and considered equally as a candidate by organisations, according to their needs and wants.
5. Guidelines and recommendations for FOSS procurement in public administrations.

This guide refers to best or recommended practices for the procurement of open source software by public administrations. It does not intend however, to merely advocate OSS products by rejecting proprietary software. Its aims is to outline critical factors to be evaluated and main issues to be consider in acquiring both proprietary and open source software and related services. Where necessary, differences between open source and proprietary software are stressed and potential advantages of FOSS are highlighted.  Public organisations should reach informed decisions by analysing and evaluating both software provision models and all possible solutions that fit their profiles and provide value for money. 
It should be also noted, that open standards while greatly facilitated and natively supported by open source systems and applications are also applicable in several proprietary software systems. The use of open standards is a strategic choice for an organisation that can -but is not required to- be combined with the use of open source software.  
The following guidelines refer to both methods of downloading and purchasing and to the basic stages of procurement: 
1) Planning & preparation
2) Tendering & specifications setting
3) Selecting / contract awarding.
Figure 1. Software procurement stages and scenarios
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5.1.  Planning & preparation

5.1.1. Conducting market research

Market research should be designed as part of any procurement plan. Researching the software market is critical in the case of downloading free and open source software in order to identify reliable sources for trusted and viable products. Even in the case of purchasing software however, a good view of the market will help stakeholders assess available options and solutions (both open source and proprietary), attract multiple suppliers and set up-to-date specifications to be included in the calls for tender. 
5.1.2. Acknowledging the differences between FOSS and proprietary models.

Open source and proprietary software are not the same in more than one ways and they should not be treated as such, especially in a procurement process. Treating FOSS and proprietary software as equally potential solutions is different than overlooking their inherent differences in terms of licensing, software and service provisioning models or code access features. Failing to recognise the different ways in which open source works often results to neglecting its qualities and advantages.  A procurement plan should not ignore these deeper, qualitative effects and consequences of each software provisioning model. 

5.1.3. Assessing in-house skills and resources.

If opting for in-house software support, development or customisation it is important to have a realistic view of the organisation’s internal resources and capacities. If, for example, in-house staff could not support the integration and maintenance of open source software systems and applications, related tasks and services should be assigned to external suppliers and third party contractors through a tendering process. Training cost should be also estimated if needed.

5.1.4. Collaborating with other stakeholders. 

Public organisations have a lot to gain from collaborating with other public stakeholders in procuring open source software. FOSS has not yet reached its full potential in public procurement and therefore national agencies, NGOs and public organisations keep providing guidelines and information resources on open source procurement policies through dedicated stakeholder networks, groups and consortia (e.g. OSOR.eu). Involvement in such communities and networks will not just facilitate software procurement processes but will also help increase the reliability and trust on open source software itself.

5.1.5. Raising awareness among procurement staff. 

In order to improve the software procurement process and make sure that open source is considered on a fair competition basis, procurement staff needs to be trained and informed on software procurement requirements and regulations, open standards and interoperability, open source licences and open source software features. Training staff will help public organisations to analyse and evaluate software products, conduct market research and assess best solutions based on a firm knowledge background. Moreover, trained staff will have the ability to support, maintain and customize, if needed, adopted FOSS solutions.

5.2. Tendering / setting specifications

5.2.1. Keeping both open source and proprietary products in the picture.
Keeping all available options open until the decision moment is a bargaining tool that empowers the stakeholder. Considering open source alternatives, for example, can put pressure on proprietary software suppliers to provide better offers, adjusted to the organisation’s needs. Even if opted for open source software, examining the support provided by closed-source suppliers can help better shape required specifications and additional services for open source companies wishing to enter the market. On some occasions, a mixed mode of both open source and proprietary software and related services may be the possible choice for a specific organisation. In any case, if a public administration wishes to tender open source solutions and services it should describe F/OSS properties and features as weighted evaluation / awarding criteria rather than clearly stating that the software to be selected should be open source. Open source properties and requirements can be included in tenders through a set of specifications such as:
·   The ownership of the supplied software, including all associated intellectual property rights is to be transferred to the public organisation (“contracting agency”) with no restrictions whatsoever on the purpose and type of use.
·   The source code may be studied by the public orgnanisation (“contracting agency”) or a third party for testing, training or other purposes.
·   The software may be modified by the public organisation (“contracting agency”) or a third party in order to tailor it to its own needs.
·   The software can be distributed with or without modifications by the public organisation (“contracting agency”) to any party of its choice under the same terms and conditions. This specification is particularly important for public administrations wishing to transfer tools and know-how to other public organisations or departments and provide IT services to citizens at no extra cost.
5.2.2. Setting compliance with open standards as a top priority.

It is of critical importance, especially for public agencies and administrations to make sure that their public money is spent on interoperable solutions that will keep public data safe, accessible and retrievable in the long-term. The best way to achieve this is to use open standards and set open standard requirements in Calls for tender and all procurement procedures. This is a critical factor that is often overlooked by government agencies and public organisations resulting into problems and difficulties in data handling and exchange over time.

Equally important is the fact that not setting open standards as a priority clearly favours closed-source suppliers that do not comply with open standards requirements but rather provide their own proprietary, locked standards on which a public organisation will depend its data management. This can result to both data and vendor lock-ins.

Moreover, public organisations are now expected, if not obliged, to handle, deliver and exchange public data in open standard file formats and not force citizens or other agencies to acquire specific proprietary software suites and applications.

There is not a universally accepted definition of “open standards” and therefore public organisations wishing to include a description in a tender could consult the specifications and minimal characteristics of open standards as defined in the European Interoperability Framework.

Open standard requirements could be included in tenders in a clear and justified way. A public organisation should specify, for example, that standards, interfaces, protocols or file formats implemented by the supplied solution must meet the open standard requirements (e.g. as defined in xx). Some basic open standard properties that can be defined are:

· Standards can be delivered by all suppliers and equivalent technologies.
· Standards are developed and documented following open, transparent procedures.
· There are no restrictions regarding the re-use of standards.

These specifications are necessary for public organisations in order to avoid discrimination and ensure supplier independence.
5.2.3. Specifying wants and needs, not trademarks.

Naming specific software products and trademarks that are linked to a single vendor or a limited number of suppliers is a bad practice that is also against national and EU regulations. Standards and specifications, however, should be defined in the form of technical requirements, desired functionalities or additional services. Whether in Calls for tender or in software download specifications, the needs and wants of the public stakeholder should be reflected and outlined. In case naming a trademark is unavoidable the phrase “or equivalent” should follow in order to prevent discrimination. Not providing an option for alternatives or “equivalents” mostly excludes open source solutions. Instead of stating that “the supplied solution must implement X technology or application suite” a public organisation could specify that “the supplied solution must implement X or equivalent technologies”, or that “it must have the following properties” or that “it must comply with the following criteria”.
5.2.4.   Making sure that systems and applications can be re-used within departments and organisations.
Maintaining the right to re-use software systems and applications within different departments of a public organisation or even throughout the entire public services hierarchy is one of the most important decision-making factors for software selection in the public sector. It should be therefore included as a requirement in the call for tender.

Several public agencies opt for a large-scale, multiple installation licence agreement with large proprietary suppliers. This practice, however, still restricts re-use rights up to an extent while also raising the risk of vendor lock-in for a number of public services and organisations.

Free and open source software grants to end-users the rights for unlimited re-use, copying and distribution thus offering an empowering advantage, particularly for public organisations. 
5.2.5. Updating Calls for Tender.
Calls for Tender (CfTs) should reflect as best as possible the needs and wants of the organisation and set up-to-date specifications according to the current state of the software market. A market research and preparation stage should precede in order to deliver effective. Recycling previous CfTs and related resources should not be considered a good practice that would help an organisation reach the best possible decision.

5.3. Selecting / contract awarding.
5.3.1. Asssessing open source software maturity.

Most major open source software projects rely on the communities developing, documenting and supporting them. Each open source product goes through a life-cycle of early, unstable versions, to full, documented, frequently updated or even enterprise-ready releases. It is therefore critical for any public stakeholder interesting in acquiring open source software to assess the level of maturity and provided support.

There is a wide range of open source software quality assessment tools or maturity models that can be used as standardised ways of evaluating the sustainability of FOSS products such as: the Capgemini Open Source Maturity Model, OSMM by Navica, QSOS (Qualification and Selection of Open Source software) and the QualiPSo Open Source Maturity Model (OMM).
Available support and documentation for a specific open source software application (e.g. supported versions and releases, manuals and installation guides, supported languages, technical specifications) is a decisive factor when it comes to assessing a FOSS product as a viable solution within an organisation. Insufficient support may result to a search for other options or to the tendering of additional support services, apart from the software itself.
In any case, in order to get the most of the available consulting and support resources on open source projects, a public organisation needs to invest on constant interaction with the open source community. 
5.3.2. Reviewing licences and conditions of use

A good practice that should be integrated in the selection process, particularly regarding FOSS, is licence auditing. Reading, reviewing and understanding licensing schemes and conditions of use should be treated as equally important as the acquisition of software itself. Major, most widely open source licences (GPL, LGPL, BSD, EUPL) clearly define terms on the use, integration, modification and redistribution of the software code. 
In most of these licences the software is provided “as is” excluding supplier liability for faults or shortcomings and therefore public agencies should examine different guarantee factors (e.g. community involvement and support, product popularity, release stability) if not wishing to move towards third party suppliers through tendering and contracting.
Provided warranties and indemnities should be also considered in terms of risk assessment in selecting the best possible solutions.
5.3.3. Considering added value factors. 

When selecting a software solution it is important to make a full estimation of all direct and indirect costs on a best-value-for money basis. Such estimation, however, should also take into account added value factors that could help assess a software solution as a long-term investment. In cases, for example, where there is no significant overall cost difference between open and proprietary products, open source may be preferred on the ground of inherent features or expected benefits such as flexibility, data integrity and interoperability, customisation and supplier independence.
5.3.4. Evaluating suppliers.
Putting both open source and proprietary suppliers under scrutiny and challenging their ability to develop and support the suggested solutions should be considered a good practice in getting the best out of the software market. Open source providers should provide evidence of reliability, maturity and ongoing support of provided products and services. Proprietary software suppliers should make clear whether open source alternatives have been also examined and provide justification in case there were not considered.  
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7.  Annex. Tables and checklists
7.1. Software procurement checklist
	Planning and preparation

	Yes
	No

	1
	Have you specified the operational tasks for which software is required?
	
	

	2
	Can the required software solution be developed and supported in-house?
	
	

	3
	Have you conducted market research to identify potential solutions?
	
	

	4
	Have you made a tentative list of all required software properties or additional services?
	
	

	5
	Have you made a rough estimation of the extent of in-house development vs. outsourcing?
	
	

	6
	Is tendering / contracting required? 
	
	

	7
	Have you made an estimation of costs and long-term benefits?
	
	

	8
	Do you have a sufficient overview of the licence schemes available?
	
	

	9
	Do you have a sufficient overview of the national legal framework and the EU regulations on public procurement?
	
	

	
	Tendering / specifications

	
	

	1
	Is the Call for tender  well prepared? 
	
	

	
	Does the Call for tender include clear specifications according to the organisation’s needs and wants?
	
	

	2
	In case of downloading software have specifications and evaluation criteria been set?
	
	

	3
	Is the Call for tender in line with national legislation and EU regulations for public procurement? (e.g. non discrimination)
	
	

	4
	Is the implementation of open standards included as a requirement?
	
	

	5
	Does the Call for tender encourage the participation of all potential providers of equivalent technologies?
	
	

	
	Selecting / awarding

	
	

	1
	Have the solutions provided been evaluated on the basis of meeting weighted criteria and specifications?
	
	

	2
	In case of free downloading, has the maturity and reliability of the software been checked? Is the software sufficiently supported?
	
	

	3
	Have the solutions provided been evaluated on the basis of best value for money?
	
	

	4
	Have supplier profiles been checked and assessed?
	
	


7.2. Open source software licence selection table
	Action / Purpose
	Suggested Licences

	Organisation does not intend to modify the source code
	GPL, EUPL, BSD, Mozilla Public Licence, MIT Licence, LGPL

	Organisation intends to modify the source code
	GPL, EUPL, BSD, Mozilla Public Licence, MIT Licence, LGPL

	Organisation intends to modify the source code and distribute the software as open source to all parties / end-users
	GPL, EUPL, BSD, Mozilla Public Licence, MIT licence, LGPL

	Organisation intents to modify the source code and distribute the software as proprietary
	BSD, MIT Licence.


7.3. European Union Public Licence and software modification

	Software origin / licensing
	Action


	Obligation

	Software licensed under EUPL 
	Improve / modify the software
	Distribute the software under EUPL

	Software licensed under EUPL + Software licensed under GPL v2
	Merge code into a new software
	Distribute the new software under GPL v2

	Software licensed under EUPL + Software licensed under BSD or MIT
	Merge code into a new software
	Distribute the new software under EUPL


Source: European Union Public Licence. Guidelines for Users and Developers. The OSOR Consortium, 2009. Available at: http://ec.europa.eu/idabc/servlets/Doc5b9a.pdf?id=32429



Disclaimer: this section has not a legal advice character and it should not be treated as such. Stakeholders should refer to the official legal resources mentioned here for more detailed information on legal aspects.








“Copyright” restricts permissions to copy, modify or distribute software.


“Copyleft” grants permissions to copy, modify or distribute software as long as it remains free.
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and the Open Source Initiative: � HYPERLINK "http://www.opensource.org/osd.html" �http://www.opensource.org/osd.html�


� � HYPERLINK "http://opensource.org/osr" �http://opensource.org/osr�


� European Interoperability Framework for Pan-European eGovernment Services, version 1.0, 2004. Available at: � HYPERLINK "http://ec.europa.eu/idabc/en/document/3473.html" �http://ec.europa.eu/idabc/en/document/3473.html�


� “Netherlands in Open Connection”. An action plan for the use of Open 


Standards and Open Source Software in the public and semi-public sector, 2007. Available at: � HYPERLINK "http://www.opensource.ch/knowhow/2007_TheNetherlandsInOpenConnection.pdf" �http://www.opensource.ch/knowhow/2007_TheNetherlandsInOpenConnection.pdf� 


� Available at: � HYPERLINK "http://www.osor.eu/idabc-studies/OSS-procurement-guideline-public-draft-v1%201.pdf" �http://www.osor.eu/idabc-studies/OSS-procurement-guideline-public-draft-v1%201.pdf�
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� Available at: � HYPERLINK "http://www.ososs.nl/files/acquisition_of_opensource_software_-_text.pdf" �http://www.ososs.nl/files/acquisition_of_opensource_software_-_text.pdf�








� � HYPERLINK "http://ec.europa.eu/idabc/servlets/Docd552.pdf?id=19529" �http://ec.europa.eu/idabc/servlets/Docd552.pdf?id=19529�


� There also “hybrid” licence types such as the Mozilla Public licence (MPL) that combines features of both GPL and BSC licensing models. MPL is available at: � HYPERLINK "http://www.mozilla.org/MPL/MPL-1.1.html" �http://www.mozilla.org/MPL/MPL-1.1.html�


� For a description of BSD licence, see � HYPERLINK "http://www.linfo.org/bsdlicense.html" �http://www.linfo.org/bsdlicence.html�


� � HYPERLINK "http://www.gnu.org/licenses/gpl.html" �http://www.gnu.org/licences/gpl.html�


� � HYPERLINK "http://www.gnu.org/licenses/lgpl-2.1.html" �http://www.gnu.org/licences/lgpl-2.1.html�
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� Guidance on complying with the public procurement directives is provided in: Commission Interpretative Communication on the Community law applicable to contract awards not or not fully subject to the provisions of the Public Procurement Directives (2006/C179/02). Available at:
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� OpenForum Europe  Monitoring Report: Discrimination in Public Procurement Procedures for Computer Software in the EU Member States", December 2008.


� 171 contact notices were scanned for trademarks in the period from February 1 to April 30, 2009. OFE's monitoring exercise shows that in 37 tender notices out of 171 (21.6 percent, against 25 percent on 2008 exercise), trademarks were mentioned in procurement documents. In 22 cases (12.8 percent), tender notices mentioned Microsoft or one of Microsoft’s products. Source: OpenForum Europe  Monitoring Report: Discrimination in Public Procurement Procedures for Computer Software in the EU Member States", December 2008.





� Also see section 1.2.
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